STATEMENT OF COMPATIBILITY

3AABNIEHUE O COBMECTUMOCTU

between

MeXay

Kaspersky Industrial CyberSecurity for Networks
4.1

Kaspersky Industrial CyberSecurity for Networks
4.1

the product of

ABNAIOWMMCA NPOAYKTOM

AO KASPERSKY LAB,

AO «JlabopaTopusa Kacnepckoro»,

39A/2 Leningradskoe Shosse,
Moscow, 125212, the Russian Federation

125212, Poccua, Mockea,
INenuHrpagckoe wocce, 4. 39A, cTp. 2

hereinafter referred to as KICS for Networks and
“Kaspersky” respectively

B AanbHeilwem umeHyembimu KICS for Networks
1 «JlabopaTopus KacnepcKoro» coOTBETCTBEHHO

and

“

Software and tool complex "Integrity SCADA"

MporpaMmmHO-UHCTPYMEHTaNbHbI
«Integrity SCADA»

Komnnaekc

the product of

ABNAKLWUMCA NPOAYKTOM

JSC «Elesy»

AO «3neCu»

634021, Tomsk, Altayskaya, 161a

634021, r. Tomck, yn. Antaickan, 161a

hereinafter referred to as Integrity SCADA and
«Elesy» respectively

B JanbHeWwem uMmMeHyembiMu Integrity SCADA
1 «3neCu» COOTBETCTBEHHO

Integrity SCADA is a high-tech cross-platform
software and tool package for the implementation
of management systems. Integrity SCADA is not
tied to a specific type of production and can be
used in enterprises of various industries. Integrity
SCADA has a modular structure that allows you to
implement projects of any scale using only the
necessary functional components, depending on
the goals of the automation project.

KICS for Networks is a specialized industrial-grade
product aimed to provide industrial network
inventory, monitoring, risk and threat detection.
Being a part of Kaspersky Industrial CyberSecurity
solution, the product provides nonintrusive OT
cybersecurity threat and anomaly detection based
on analysis of mirrored network traffic copy and
optionally KICS for Nodes telemetry as well as
controls to provide threat investigation, root
cause analysis and manual response actions on
endpoint and network infrastructure levels.

Integrity SCADA —  BbICOKOTEXHO/IOMMYHbIN
KpoccrnnathopmMeHHbIi MporpammHo-
MHCTPYMEHTa/bHbIA KOMNIEKC 417 peanusaumm
CMUCTEM yMnpaBneHwus. Integrity SCADA He
NpuMBA3aH K KOHKPETHOMY TWMNYy NPOM3BOACTBA,
M MOXeT ObiTb NMPUMEHMM Ha MpPeanpUATUAX
pasfMYHbIX OTPac/Aei MPOMbILIEHHOCTH, UMeeT
MOZYNbHYH CTPYKTYDY, yTo nossonsaer
peann3oBblBaTb NpoeKkTbl nwboro macwraba,
TONBKO U3 HeobXoAMMbIX  GYHKLMOHANbHbIX
KOMMOHEHTOB B 3aBMCMMOCTM OT LEJIEl NpOoeKTa
aBTOMAaTM3aLmu.

KICS for Networks — cneuuanusnposaHHbIi
NMPOAYKT NPOMbILLNEHHOIo Knacca,
npeaHazHaYeHHbIN ana WHBEHTapM3aLuu,
MOHWTOPWMHIA, BbIABJNEHUA PWUCKOB W Yrpos
NMPOMBILLNEHHBIX MHPPACTPYKTYP. ABNAACL YaCTbiO
pewenua Kaspersky Industrial CyberSecurity,
NPOAYKT npenocTasaseT BO3MOXHOCTb
BbIABAEHUA yrpos KnbepbesonacHoOCTH
M aHOManuW naccuBHbiM 06pasom Ha ocHose
aHanusa Konuu CETEBOTO TpaduKa,
7 (onuMoHanbHO) OaHHbIX TenemeTpun
C YCTPOWCTB, 3almiieHHbIXx npogyktom KICS for
Nodes. PelieHue npepocTaBAAET MHCTPYMEHTbI
ON1A paccnefoBaHMA M PYMHOTO pearMpoBaHusA Ha
Yyrpo3bl Ha YpOBHE 3alMLIAEMbIX YCTPOMWCTB
W CeTeBOM MHPACTPYKTYPLI.

«Elesy» and “Kaspersky" hereby agree on the
following statement regarding possibility to use
the listed products on a common system and their
compatibility and contribution to fulfilment of
cybersecurity requirements:

«neCu» wu  «Jlabopatopus
HacToALLUM noATBepPKAA0T cnegyollee
3aABfIeHNWE  OTHOCWUTE/NbHO MCNoNb30BaHMA
YKa3aHHbIX NPOAYKTOB B paMKax 04HON CUCTEMbI,
ux COBMECTMMOCTH " BKNaga
B BbINONHEHWe TpeboBaHMil KubepbesonacHocTu:

Kacnepckoro»

lkaspersky



«Elesy» and “Kaspersky” have carried out
extensive compatibility tests for the joint use of
their product combinations on the same system.
The outcome of the tests was that, subject to their
individual system requirements, the products are
compatible and can be used jointly within the
same system.

«3IneCunu «JlaBopaTopua Kacnepckoro»
NnpoBesiv BCeCTOPOHHME TeCTbl Ha COBMECTMMOCTb
X MPOAYKTOB nNpu ofHOBpemeHHOW paboTe
B COCTaBe eaMHOW CucTembl. B  pesynbrate
TECTMPOBaHMA BblN0 YCTAaHOBNEHO, YTO NPOAYKTHI,
C Y4ETOM WX MWHOMBUAYANBHbLIX CUCTEMHbBIX
TpeboBaHUl, ABNAOTCA COBMECTUMbIMKU MU MOTyT
MCNONb30BaTLCA B COCTaBE 4UHOMN CUCTEMDBI.

In case both products are installed and used within
the same system this may contribute to fulfillment
of essential information and cybersecurity
requirements in industrial automation process
control systems.

B cnyyae yCTaHOBKM M MCNONb30BAHUA YKa3aHHbIX
MPOrpamMmMmHbIX MPOAYKTOB B pamKax eguHOM

CUCTEMBI 3TO MOXET cnocobcTBOBaThL
BbINO/IHEHWUIO OCHOBHbIX TpeboBaHui,
npeabABAAEMbIX K MHOPMaLMOHHON

M Knbepbe3onacHOCTM B aBTOMATU3UPOBAHHbIX
cucTtemax yrnpaBneHuA NPOMbBILUAEHHbIX
06beKToB.
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